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A B S T R A C T

There are some critical privacy concerns in the current online social networks

(OSNs). Users’ information are disclosed to different entities whom they were

not supposed to access. Furthermore, the notion of friendship is inadequate in

OSNs since the degree of social relationships between users dynamically changes

over the time. Additionally, users may define similar privacy settings for their

friends in an OSN. In this paper, we present a centralized privacy-preserving

framework for OSNs to address these issues. Using the proposed approach, the

users enforce confidentiality and access control on the shared data while their

connections/relationships with other users are kept anonymous in OSNs. In

this way, the users themselves create and modify personalized privacy settings

for their shared data while employing each other’s privacy settings. Detailed

evaluations of the proposed framework show the advantages of the proposed

architecture compared to the most analogous recent approach.

© 2014 ISC. All rights reserved.

1 Introduction

O nline social networks (OSNs) are websites that
provide means for users to interact with their

friends across geographic borders. Users typically are
recognized in OSNs through personal profile informa-
tion and a list of their friends. OSN users are able
to share interests, activities, and events within the
network [1]. However, the ease of information sharing
and spreading aimed for higher users’ communica-
tions and thus higher success of the sites could be a
double-edged sword since it poses some privacy risks.
Therefore, it is necessary to identify the privacy risks
and design optimal privacy settings for OSNs.
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Users do not have enough knowledge and control
over the unnecessary or unwanted processing of their
personal data by the OSNs providers. Generally, OSNs
providers deduce users’ approval when users register
to these networks as a broad informed agreement for
collecting their information [2]. Since the use of most
OSN services is free, OSNs providers make up the
incurred costs by generating revenues from collecting
the uploaded users’ information. For example, Google+
(https//plus.google.com/), an OSN operated by
Google corporation, collects not only the users’ social
content but also the users’ activities on Google website
and its marketing partners [3, 4].

In OSNs, users’ information might be unexpect-
edly disclosed to different people whom they were not
supposed to access data. The access controls of some
OSNs such as Twitter (http://www.twitter.com/)
are particularly coarse in which all of users’ contacts
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are assigned the same access rights. In current OSNs,
the privacy sensitive users have to limit their commu-
nications even with their friends, since their informa-
tion is also accessible to unwanted subsets of friends.
The absence of strong privacy enhancing technologies
in OSNs forces users to choose between rejecting/lim-
iting from participating in OSNs or accepting all their
privacy problems.

Nevertheless, users want to not only get benefit
from joining OSNs, but also have full control over their
shared data. Furthermore, OSNs users require to shield
their data from their directly or indirectly connected
friends in a granular manner [5]. In other words, users
require specifying who gets to access what information.
The “who” must be specified not only on the basis
of friends’ identities like only Bob gets to see Alice’s
status note, but also the social relationships between
the users, such as the friends who are Alice’s family
members have the right to see her note. Moreover,
OSNs users are interested that their shared data and
also their connections/relationships with their friends
remain confidential from non friends.

In addition to the above discussion, users acquain-
tances who are close to each other, i.e. friends, usually
tend to share the same privacy behavior in OSNs [6].
Therefore, it is efficient for the users to utilize each
other’s privacy settings in order to reduce the required
complexity for defining and managing their privacy
settings.

Recently, privacy-preserving social networking
(PPSN) has been under a large interest among re-
searchers [7]-[10]. However, they mostly did not
completely prepare the users’ privacy requirements in
OSNs. Moreover, the notion of similar privacy settings
existing among OSN users is not considered in them.

Contributions: In this paper, we identify the pri-
vacy paradigms tackling privacy leakages of users in
OSNs. A PPSN approach is designed in the centralized
architecture using the broadcast encryption (BE) cryp-
tographic mechanism [12]. The users in the proposed
framework are able to associate different levels of in-
formation disclosures for each member of their friends,
while the users’ connections/relationships with oth-
ers are kept anonymous. In addition, similar privacy
settings existing among users are taken into account.
The detailed feasibility, privacy and efficiency analy-
sis indicate the great improvements of the introduced
setup over a recent PPSN approach [7].

Organization: In this work, we overview some
backgrounds in Section 2. The concept of secure group
communication is described in Section 3. Later in Sec-
tion 4, the detailed explanation of our proposed frame-
work is provided. Afterwards, feasibility, privacy and

efficiency evaluations are discussed in Section 5, 6
and 7 respectively. Finally, conclusions are provided
in Section 8.

2 Background

2.1 The OSN Privacy paradigms

In addition to the social services, security and pri-
vacy services are essential to be considered when the
OSN is designed as shown in Figure 1. To guaran-
tee security services, the key aspects of data security,
i.e. confidentiality, integrity, authenticity and avail-
ability, are needed to be assured using the standard
techniques [13]. On the other hand considering social,
legal, ethical and security issues, the privacy services
in OSNs are as a multilateral paradigm of confiden-
tiality, access control and anonymity. We explain each
paradigm in details in the following.

1- Confidentiality: Vast amounts of data are col-
lected in the OSN storage servers, often without clearly
defined purposes. The default privacy settings of OSNs
reveal a lot of information to unauthorized users [14].
Nevertheless, since only the intended friends must be
able to access users’ shared data, the confidentiality
of social data through encryption is necessary. In this
way, users’ data cannot be intercepted and then ac-
cessed by the storage servers even during data trans-
mission in the OSN.

2- Access Control: Improving access control sys-
tems in OSNs is appeared as a big step towards ad-
dressing the users’ current privacy concerns. Basically,
a suitable access control in the OSN setting is required
to satisfy the following characteristics:

• The OSN users must be able to assign permissions
for each data item, data type and friend.

• Only the data owner must have discretionary
authority to allow authorized friends to access
her data. In other words, user’s friends must not
be allowed to have the ability to pass a subset
of their permissions to other users. For example,
in commenting a user’s photo, the friends must
follow the same access permission assigned to the
photo by the user.

• The access rights must be defined based on, but
not restricted, to the friends’ identities. The au-
thorization decisions are also needed to be or-
ganized according to a particular kind of social
relationship between the user, who posts data,
and her friends, who access data. This is because,
users have different social relationships with oth-
ers which leads to different social communica-
tions. For example, people usually share more
private information with their closer friends. In
this way, the users must be provided with a rich
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Figure 1. The required services in every OSN

ability to define a relation as group (or circle) for
each kind of relationship they have with friends.
Moreover, at the same time the friendship is es-
tablished between two users, they must be able
to assign each other to different circles.

• The OSN users must be able to modify the de-
fined circles over time. This is due to the fact
that the users’ social relationships may change
dynamically. Furthermore, the users may grad-
ually add friends to their friend list and/or the
defined circles.

• The OSN user must be able to map each circle
to more than one friend, since the user may have
the same social relationship with more than one
friend. For example, Alice may have Bob and Mal-
lory as best friends. On the other hand, a friend
can be assigned to more than one circle, since the
user may have different social relationship with
a friend. For example, Bob may be Alice’s best
friend and also her classmate.

• The users must be able to flexibly reveal and
conceal their shared information based on their
friends’ identifiers and/or relationships. This is
because, the complex nature of social communi-
cation triggers the need to share data for every
possible combination of relations. One of the best
ways of combining circles and friends’ identities
is to build complex access policies using the op-
erators of Boolean algebra such as (AND, OR,
NOT, etc.). For example, if Alice wants to share
a photo with her best friends who are in her class,
a privacy policy of “Best-Friend AND Classmate”
may be introduced. In this way, using NOT oper-
ation, a friend can obtain part permissions of a
circle instead of getting all permissions of it. For
example, Alice can assign a permission right to
her best friends except Bob that belongs to this
relation with a privacy policy as “Best-Friend
NOT Bob”.

3-Anonymity: The users’ friends lists are required
to be concealed in OSNs. Moreover, the users also need
their defined relationships to be kept anonymous. For
example, if Alice categorizes Bob as her best friend
and does not put Mallory in this relation, Alice may

want neither Bob nor Mallory nor nobody else to be
informed about this kind of relationship.

2.2 Similar Privacy Settings

As discussed in Section 2.1, the PPSN approach must
allow users to categorize their friends into arbitrary
circles in order to facilitate private data sharing for
their friends. Moreover, the defined circles are cre-
ated based on the users’ social relationship with their
friends.

Basically, users who are friends in OSNs may have
common friends, hobbies, place of study or work, etc
[15]. Although users may have similar interests even
if they do not interact directly in OSNs via friendship
connections, users acquaintance are more likely to be
similar than strangers [16]. In fact, these similarities
between users have lead to the dramatic growth of
OSNs.

In this way, users most likely define similar circles
that contain the same members. There are several
examples of the same categorization of OSN users in
the privacy circles. Users who live in the same city
or attend the same class may go through the same
circles in an OSN. All the researchers collaborating
on a paper or a company employees working on a
common project join the same circles in an OSN.

To clear this issue more, suppose the user Alice and
her only sister Amanda and brother Allan are friends
in an OSN. If Alice defines a privacy circle as sibling,
Alice would categorize Amanda and Allan in a circle
as the following:

SiblingAlice = {Amanda,Allan}

On the other side, if Amanda also wants to define
a circle for her siblings, she similarly classifies Alice
and Allan in a circle as shown below:

SiblingAmanda = {Alice,Allan}

Obviously, the circle definer acts implicitly as a
member of the circle since the definer can share in-
formation for the circle members or access any data
related to the circle. Therefore, we can include the cir-
cle definer as a member of the circle. The circle Sibling
for both Alice and Amanda would be as the following:

Sibling = {Alice,Amanda,Allan}

To facilitate privacy preserving, one solution is that
Alice and Amanda define different privacy settings
for the relation Sibling. In this way, the user Allan
must extract different privacy settings to access data
shared by Alice and Amanda for the relation Sibling.
However, it is very efficient that Alice and Amanda
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specify the same privacy setting for the circle Sibling,
since they both want to have secure communication
with similar users. In other words, Alice and Amanda
share their privacy settings with each other to avoid
repetitions in setting up the privacy settings for the
common circle Sibling.

Note that, sharing the users’ privacy settings impose
minimal time investments for managing the privacy
settings [17]. This is because, only one privacy setting
is organized in the entire OSN for every circle, i.e.
every possible combination of users. On the other
hand, defining and extracting the privacy settings are
the most costly operations for users in every PPSN
approach.

Considering similar privacy settings is more effec-
tive when the memberships of users’ circles change
frequently. This is due to the fact that after each up-
dating on a circle membership, the users renew the
privacy setting assigned to the circle. It is worthwhile
mentioning that users are not supposed to use the
same names to refer to their common circles. This is
because, the users must have similar members in their
common circles in order to be able to use the same
privacy settings for them.

2.3 Related Works

The importance of embedding privacy in OSN is stud-
ied recently which are mostly based on the decen-
tralized architectures. A comprehensive overview of
PPSN approaches is presented in [11]. Among the
PPSN methods, GCC [7], EASiER [8], CP2 [9] and
DEFF [10] are the most completed ones.

In GCC [7], the system manager set ups the OSN by
generating a public parameter for the network. Then,
each OSN user selects a label and generates a pri-
vate key using the public parameter. After that, the
user registers her label publicly to the OSN. The user
builds and manages her required circles called com-
munities together with a set of collaborative trusted
users called kernel users. In order to define a commu-
nity, a community key is constructed based on the
convergence of kernel users’ private keys. Then, the
user assigns an access permission key (APK) for each
community member, i.e. friend, using her private key
and the friend’s label. In data sharing for a commu-
nity, the user encrypts her data using a random session
key derived from the community key and her private
key. For data accessing, the friend employs his APK
and private key to extract the community key. Finally,
the friend decrypts the user’s shared data using the
community key.

GCC does not provide the required access control
for users. GCC users do not have the ability to define

flexible access controls over the combination of friends
and communities. Furthermore, the number of revo-
cations that the users are able to do on a community
is restricted to be less than the number of the commu-
nity kernel users. On the other hand, GCC does not
consider the anonymity requirement for users’ friend-
ships and relationships.

EASiER [8] provides fine-grained access control and
friends revocation using attribute based encryption
(ABE) without any trust in the OSN provider. Each
EASiER user is the KA of her ABE domain and gen-
erates private keys for her friends. Moreover, EASiER
employs a semi trusted proxy for each user to pro-
vide revocation in ABE. The user’s proxy is assigned
a proxy key with revocation information. Then the
proxy uses its key to transform the users’ encrypted
content in a form that only unrevoked users are able
to decrypt it. Finally, in each revocation, the user re-
keys the proxy key and gets this key along with the
revocation information to her proxy.

Nevertheless, EASiER users do not have the ability
to define flexible access control over the combination
of friends and relations or define new relations over
time. Furthermore, the number of revocations the
users are able to do on all relations must be specified
at the beginning. Moreover, EASiER does not con-
sider the anonymity requirement for users’ friendships
and relationships. Finally, EASiER does not consider
similar privacy relations existing between users.

CP2 [9] prepares a suitable access model for OSN
users using BE system. Each user acts as her own
manager of a BE system and assigns public parameters
for BE scheme. Moreover in CP2 method, the user
specifies a relation keys for her defined relations.

On the downside, CP2 does not provide the
anonymity feature for the users’ relational informa-
tion. Users also have different identities in friends’ BE
domains. Furthermore, the concept of similar privacy
relations is neglected. In this way, users cannot use
other users’ privacy setting. Moreover, the public
parameters employed in users’ BE schemes are not
uniform.

DEFF [10] which tries to improve CP2 efficiency,
considers confidentiality and access control using BE
scheme. It employs a proxy server to assist users in ex-
ecuting the BE encryption and decryption algorithms
and managing relationship updating. The proxy shares
some secret keys with users who are the managers of
their BE scheme. To accomplish data sharing for a
relation, the user first encrypts data with the relation
key and then with the shared key got from proxy. As
a result, the private data is concealed with two layers
of encryption. In the proxy side, proxy removes the
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outermost layer of encrypted data and adds another
encryption layer to the encrypted data so that only
audience can access data.

Nevertheless, DEFF users assume proxy does not
release their data to unauthorized friends, since the
relation keys are known by revoked friends. Further-
more, DEFF does not consider anonymity feature for
users’ connections and their relationships. Moreover,
the capability of having multiple broadcasters in the
users’ BE systems is ignored since the notion of similar
privacy relations is not taken into account. In other
words, only the user who is KG in her BE system is
able to employ the BE-Encrypt algorithm. Each DEFF
user selects her public parameters for BE scheme that
may be different from other users so there is no con-
sistency among them. Finally, the users have different
identities in the OSN, which causes high complexity
as well.

3 The Secure Group Communications
(SCG)

As part of the privacy paradigms clarified in Sec-
tion 2.1, the PPSN method must provide data confi-
dentiality and access control for the users. In this way,
we must employ a suitable cryptographic technique
for secure data communications, i.e. data sharing/ac-
cessing with a group of users. This kind of method
is called the secure group communication (SGC) in
the literature [18]-[22]. In SGC, the group member(s)
securely publishes information to the group while the
information being shared is inaccessible to no one else
outside the group.

3.1 Desired properties of a SGC applicable
for OSNs

Generally, the main important part of every SGC is
to establish a group key among the group members in
such a way that the group key is used to encrypt the
intended content for the group. There are many tech-
niques proposed in the last years in order to generate
and distribute the group keys to the group members
[18]-[22]. To select a suitable SGC method, we identify
the desired properties of a SGC technique applicable
to the OSN setting. The properties are explained in
depth in the following with an overview shown in Fig-
ure 2.

GroupKey Distribution: The SGC methods are
generally divided into group key agreement (GKA)
and group key distribution (GKD). In GKA schemes,
the group members collaboratively generate the re-
quired group key for the group. Hence, the members
are supposed to be statefu . This means the group
members are constantly on-line in order to cooperate
for generating the group key. However in GKD tech-

Figure 2. The desired properties of the SGC technique appli-
cable to the OSN

niques, a centralized or decentralized key server gener-
ates the group key and distributes the key to the group
members; thus, the group members are stateless.

Since users connect to the OSN at different time
instances, they are not able to cooperate in the group
key generation. Therefore, we focus on the GKD ap-
proaches to be employed in the OSN framework.

Many-to-Many Communication: Based on the
number of senders in the communication group, the
SGC techniques are divided into one-to-many, few-to-
many, and many-to-many communication settings. In
one-to-many setting, only one member is able to send
secure data, while in few-to-many setting, some of the
members can be senders to the group. However, in
many-to-many category, every group member can be
both the sender and the receiver.

Considering the feature of similar privacy setting
in the OSN, every group member must be able to
define/extract the privacy setting for/of the group.
Thus, the selected SGC must be flexible enough that
any member can be the sender/receiver of the pri-
vacy settings in the system. In other words, the SGC
technique must have the capability of many-to-many
communication setting in order to be employed in the
OSN setting.

Scalable: Scalability shows the ability of the SGC
method in supporting large number of users.

Due to the large interest in OSNs which attracted
millions of users [23], the selected SGC mechanism
must be able to manage large number of users. Fur-
thermore, it must support the ascending increase of
users in the network.

Dynamic:Dynamicity means that the SGC scheme
is able to handle membership changes efficiently. In
other words, the dynamic SGC does not suffer from
1-affects-n phenomenon that a single change in the
group membership causes the other group members
changing to a new setting.

Due to the highly dynamic nature of the OSN that
the users continuously enter and leave the network and
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also the defined circles, dynamicity is a very important
feature for the selected SGC method.

Secure: The security of the SGC schemes is basi-
cally defined based on the properties of Key Indepen-
dence and Collusion Resistant [18]-[22]. Key indepen-
dence means that the disclosure of a key generated in
the system does not compromise other keys. Key inde-
pendence is the combination of forward/backward se-
crecy issues. In forward secrecy, a new member joining
to the system is able to see the former shared data. In
backward secrecy, a member, who has left a group or
revoked from the system, has no right to access future
data shared for the group. The property of collusion
resistant requires that any set of dishonest users must
not be able to deduce the keys by colluding with each
other.

In the OSN, we must pickup a SGC scheme as se-
cure as possible which satisfies the mentioned security
features.

Efficient: The cost of a SGC method comprises
the total required computations, communication and
storage costs.

It is clearly desirable to choose a SGC scheme for
the OSN that imposes as low cost as possible.

3.2 Public Key Broadcast Encryption
(Pub-BE)

Broadcast encryption (BE) [12],[24]-[26] is a SGC
technique in which each member of the system is able
to securely distribute contents to the selected subset
of users in the system. There have been many BE
schemes proposed during the past decade which are
classified into two categories, symmetric-key based
BE (Sym-BE) [24] and public-key based BE (Pub-BE)
[12] [25, 26].

In both kinds of BE schemes, a trusted manager
generates all the required private keys for the users. In
Sym-BE system, the manager is the only broadcaster
in the system. However, in Pub-BE scheme, each user
can play the role of the broadcaster and send messages
to a subset of users. Furthermore, Sym-BE scheme re-
quires complex key management in order to maintain
dynamic membership of users in the system. Neverthe-
less, Pub-BE system has simplified key management
for tackling this issue.

Pub-BE scheme is one of the best SGC methods that
has all the desirable properties suitable for applying
in the OSN [12]. This is because, Pub-BE is a GKD
technique for stateless users in such a way that the
Pub-BE manager prepares the required private keys
for the users. These keys are never updated over the
time. In Pub-BE, not only the Pub-BE manager but

also every user of system can be the broadcaster to
a subset of users in the system. Furthermore, Pub-
BE is scalable even for the large number of users
existing in the OSNs. For example, Pub-BE scheme
can be fixed with a large value such as 264 for the
number of users. Moreover, Pub-BE is dynamic since
the users can be joined/revoked in/from the system
without re-keying the private keys of existing users.
In addition, Pub-BE is secure enough for the OSN
setting since it preserves forward/backward secrecy
and is fully collusion resistant i.e. it is secure under
the collusion of any number of users in the system
[18]-[22]. Finally, considering Pub-BE capabilities, it
is efficient to employ Pub-BE in the OSN.

The Pub-BE manager is the key generator(KG) in
the system that can be employed in different architec-
tures. Generally, every SGC method can be designed
based on the following KG models [18]-[22]:

• Centralized KG: A single entity is employed to
generate private keys and control re-keying of
users’ keys.

• Decentralized KG: Multiple entities are responsi-
ble for managing the users’ private keys.

• Distributed KG: The users themselves contribute
to the generation of private keys and are equally
responsible for re-keying and distribution of their
private keys.

The centralized and decentralized KG models can
be employed in OSN design while distributed KG
model can not be applied. This is because, all users in
the distributed KG must be continuously online which
is unreachable for OSN users. However, centralized
and decentralized KG do not have this drawback.

The Pub-BE scheme is based on the pairing based
cryptography (PBC) [12],[25, 26]. In PBC, if we sup-
pose (G) and (GT ) is two (multiplicative) cyclic groups
of prime order p and a pairing e : G×G→ GT is a bilin-
ear map, we have e(ga, hb) = e(g, h)ab and e(g, g) 6= 1
for all g, h ∈ G and a, b ∈ Zp. We will also call the
bilinear map e is computable, if there is an efficient
algorithm to compute the map.

The Pub-BE systems in [25] and [26] are the two
famous methods proposed recently. However, the Pub-
BE system of [12] prepares more security by providing
higher level of protection against a more powerful
attacker. Therefore, we adopted the Pub-BE scheme
of [12] in order to be used in our OSN framework. The
modified Pub-BE scheme of [12] has six polynomial
time algorithms as the following:

BE-Setup(n;MPP,MPK,MSK): At the begin-
ning, the Pub-BE manager initializes some parame-
ters required for the Pub-BE scheme using this algo-
rithm. The parameters are the underlying groups (G,
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GT ), the generator of groups (g ∈ G), the bilinear
map (e : G×G→ GT ), and the maximum number of
users who can be added to the Pub-BE system (n).
The Pub-BE manager also picks two secret numbers

of α and γ (α
R←− Z∗

p and γ
R←− Z∗

p). Afterwards, the
manager sets the master private key (MSK) as (α, γ)
and generates the master public parameters (MPP )
and the master public key (MPK) as shown below:

MPP = 〈G,GT , e, g, e(g, g)α
2n+1

〉 (1)

MPK = 〈gi = g(α
i)∀i ∈ [0, 2n]〉 (2)

BE-KeyGen1(MPK,MSK;i,Di, Ti,j∀j ∈
[0, L]): When a user wants to join to the Pub-BE
system, this algorithm is executed. The goal is to
create for the user a set of secret (long-term) private
keys in order to encrypt messages for a group of L
members (Ti,j∀ j ∈ [0, L]) and a global private key
in order to decrypt messages (Di). In this way, the
manager assigns an identity (i) and two unique ran-

dom numbers to the user (ri
R←− Z∗

p and Bi
R←− Z∗

p).
Then, the Pub-BE manager employs i, MPK and
MSK to calculate the user’s keys as the following:

Ti,j = g
αj

γBi ∀ j ∈ [0, L] (3)

Di = ri (4)

BE-KeyGen2(i, j,MPK,MSK;di,j): The Pub-
BE manager generates the user i’s private key for
decryption corresponding to user jth (di,j) using this
algorithm. The manager uses i, j, MPK and MSK
to create di,j as demonstrated below:

di,j = gγα
nBj

α2−ri
α−i (5)

BE-Enc(M,MPP, S, Ti,j;Hdr, SK): In this algo-
rithm, the sender (i) creates the message header (Hdr)
with a session key (SK) using the message (M),MPP ,
a set of legitimate users (S), and her private keys for
encryption (Ti,j). The sender picks a random num-

ber (t
R←− Z∗

p) and calculates Hdr and SK as the
following:

Hdr = 〈C1, C2〉 = 〈gt, gt(γBi)
−1αn−|S|

∏
j∈S

(α−j)〉
(6)

SK ← e(g, g)tα
2n+1

. (7)

Note that, the header encapsulates the information
for retrieving the session key by authorized users.

BE-Dec1(S, i,MPK;gpi(α), ghi(α)): In this algo-
rithm, the receiver (i) gets help from a third party
to calculate two parameters (gpi(α), ghi(α)) using S, i
and MPK as shown in the following:

gpi(α) = gα
2n+1−

αn+2(αn−|S|
∏
j∈S(α−j))

α−i =α2n+1−αn+2p(α)
α−i

(8)

ghi(α) = gα
n (αn−|S|

∏
j∈S(α−j))

α−i = gα
n p(α)
α−i (9)

BE-Dec2(Di, di,j , Hdr, CM, gpi(α), ghi(α);M): In
this algorithm, the receiver (i) decrypts M from the
ciphertext (CM) using Di, di,j , Hdr and the two
parameters gpi(α) and ghi(α). Note that, if the user is
in the receivers set (S), the user can retrieve SK from
Hdr. The user computes SK as shown below:

SK ← e(C1, g
pi(α) · grihi(α))e(C2, di,j) (10)

4 The Proposed OSN Framework

In this section, we introduce our privacy enabled OSN
framework providing the privacy shortcomings of cur-
rent OSNs. We employ the Pub-BE scheme of Sec-
tion 3.2 in a centralized KG architecture, which an
entity is specified to fulfill the role of the Pub-BE
manager for all OSN users.

In the proposed approach, we use two auxiliary
entities called Proxy and PrvGen. Proxy prepares
storage spaces for users to keep their shared data
and helps them to reduce the imposed computational
cost. PrvGen is the KG of the Pub-BE scheme, which
generates the users’ Pub-BE private keys. In addition,
PrvGen assigns unique virtual identities for the OSN
users.

The building blocks of the proposed framework are
characterized by some main tasks which are Enti-
ties Setup (for setting up the auxiliary entities and
the OSN users); User-Login (for preparing the users
environments at the beginning of the users sessions
in the OSN); Friendship Management (for manag-
ing the friendship between OSN users), Relationship
Management (for managing the relationship between
OSN users) and Data Communication (for sharing/ac-
cessing/appending social content in the OSN); User-
Logout (for finishing the users sessions in the OSN).
The sequence diagram of our OSN framework com-
prising the mentioned tasks is depicted in Figure 3.
In the following the details of each task are discussed
in some depth.

? Entities-Setup: To set up the OSN, the required
auxiliary entities are established using Proxy-Setup
and PrvGen-Setup subtasks. The user also registers
to the OSN through User-Setup as described below.

Proxy-Setup: A storage server is chosen as Proxy
with the capabilities of reading, writing, appending
and searching social content from/on the server. Proxy
must also have some computational power to help
users at some time instances.

PrvGen-Setup: A server is organized for the role
of PrvGen. PrvGen initially produces an instance of
Pub-BE system. In other words, PrvGen executes BE-
Setup algorithm of Section 3.2 and generates MPP ,
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Figure 3. The sequence diagram of the proposed OSN framework

MPK and MSK for the Pub-BE scheme. Finally,
PrvGen securely keeps MSK, publicly stores MPP
and sends the produced MPK to Proxy. From now
on, PrvGen continuously generates unique identities
(IDs) and the required Pub-BE private keys for OSN
users upon their requests.

User-Setup: When a user wants to register in OSN,
she first makes contact with PrvGen by transmitting
her identification string such as her email address.
After that, PrvGen randomly assigns a unique ID
for the user. Then, PrvGen executes BE-KeyGen1
algorithm of Section 3.2 to generate the user’s Pub-BE
private keys, i.e. Di and Ti,j∀j ∈ [0, L]. Afterwards,
PrvGen sends to the user the public parameters of

Pub-BE scheme, i.e. MPP , using a public channel
and the generated ID and private keys using a secure
channel such as SSL, IPSec, HTTPS and etc. Note
that, user’s ID must be kept confidential in order to
preserve the anonymity of user in the OSN. Finally,
PrvGen posts the user’s identification string on Proxy
as a registered OSN user.

? User-Login: In this task, the required informa-
tion is prepared for the user until she can have social
interactions in the current session in the OSN. To
do this, the user retrieves her public and private in-
formation from Proxy. The user’s public information
includes the user’s public friendship/relationship in-
formation andMPP of the OSN Pub-BE scheme. The
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private information is the user’s Pub-BE private keys
and her private friendship/relationship information.

As it will be discussed in User-Logout task, the user
stores her private information in the encrypted form
on Proxy when she ends up her session. Therefore, the
user must extract these information for this task.

? Friendship-Management: To simulate social
connections in the OSN, the user is able to start/ter-
minate friendships with other users using the two
subtasks explained below.

Friendship-Addition: Once a user joins to the OSN,
she is allowed to add other users to her friend list. In
this way, the user searches the friend’s name in Proxy
to see whether or not the friend has already registered
to the OSN.

Given that the friend has registered, the user sends
a request with her own ID to the friend using a secure
channel. If the friend wills to accept the user request,
the friend adds the user’s ID in his friend list and also
sends his ID as an acceptance notification to the user
using a secure channel. Afterwards, the friend also
transmits his ID and the user’s ID to PrvGen using a
secure channel in order to get the Pub-BE private key
for decryption related to the user. PrvGen executes
BE-KeyGen2 algorithm of Section 3.2 to generate this
key, i.e. di,j , for the friend. After that, PrvGen sends
the created private key to the friend using a secure
channel. Finally, the friend securely stores his private
key received from Proxy.

Later on, when the user receives the acceptance
notice from the friend, the user adds the friend’s ID
to her friend list. Similarly, the user transmits her ID
with the friend’s ID to PrvGen to get the necessary
Pub-BE private key for decryption related to the
friend. Then, PrvGen runs BE-KeyGen2 algorithm
of Section 3.2 to create the corresponding Pub-BE
private key for the user and sends it to the user using
a secure channel. Finally, the user securely keeps the
received private key for later use.

Note that, the user can securely store her private
information using the password based key derivation
function (PBKDF) [27]. PBKDF is used to derive a
cryptographic symmetric key from a password. Thus,
the user employs this symmetric key to encrypt her
private information.

It is worth mentioning that the user’ connection,
i.e. friendship, is symmetric in our OSN framework.
However, in some OSNs like Twitter, the user Alice
can follow the user Bob, but Bob may or may not
follow Alice.

Friendship-Revocation: There are circumstances
that the user wishes to exclude a previously added

friend from her friend list. In order to do this, the user
just removes the friend’s ID from her friend list and
discards the Pub-BE private key corresponding to the
friend. In this way, friend revocation is done in one di-
rection, since the friend may share data in such a way
that the user is still able to access the shared data.

? Relationship-Management: To manage the
user’s social relationship with friends, the user is able
to dynamically organize her friends in different privacy
relations using the following subtasks.

Relationship-Addition: The user can organize a new
privacy relation whenever she needs. To add a circle
related to the new relation, the user specifies a virtual
unique identity, i.e. pseudonym [29] as the relation
name, and picks up the friends’ IDs that she wants to
be added to the new circle. Then, the user stores the
mapping between the pseudonym and the ID set of
the circle for her later use. Moreover, the user securely
keeps the mapping between the chosen pseudonym
and the relation name.

Relationship-Updating: It may occur that the user
wants to add/remove/revoke a friend to/form a defined
circle. In our OSN framework, the users are able to
update the membership of their friends in the defined
circles very efficiently. If the user wants to add a friend
to a predefined circle, it is only required that the
user adds the friend’s ID to the ID set of the circle.
Similarly, if the user wants to remove or even revoke
a friend from one of the defined circles, the user must
only remove the friend’s ID from the ID set of that
circle. Finally, the user stores the new ID set of the
relation for future use.

? Data-Communication: The purpose of using
the OSN is to communicate social data like messages,
photos, etc. in the environment. In our proposed frame-
work, we consider data sharing, accessing and append-
ing which are the main operations for data communi-
cation as discussed below:

Data-Sharing: When the user wants to share a piece
of data for one of her defined circle, she firstly searches
to see whether there is any privacy setting for the
circle. In other words, the user checks to find the circle
key corresponding to the audiences circle.

If the user has already shared/accessed any data
for/from the circle, the user has a secure copy of the
circle key. Therefore, the user employs the circle key,
extracted from the secure copy, to encrypt her data.
Finally, the encrypted data is stored on Proxy.

Nevertheless, if the user does not have the circle
key, she refers to Proxy to check if any member of the
circle has already organized a privacy setting for that
circle since the users employ similar privacy setting
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for the same circle. In this way, two possible states
may occur as studied below:

1- If there is not any privacy setting for the circle,
Proxy responds the user with a null value. In this way,
the user executes BE-Enc algorithm of Section 3.2 to
define a privacy setting for the circle. The outputs of
this algorithm are a key and a header. The user assigns
the generated key as the circle key and employs it to
symmetrically encrypt her data. Afterwards, the user
sends to Proxy the encrypted data related to the circle.
Moreover, the user transmits the produced header to
Proxy until other members of the circle can later get
the privacy setting related to the circle. Finally, the
user stores a secure copy of the circle key for the future
communication with the circle.

2- If the user has not shared/accessed any data
for/from the circle, but one of the members of the
circle has already specified a privacy setting for that
circle, Proxy firstly runs BE-Dec1 algorithm of Sec-
tion 3.2 to prepare some parameters for the user. Then,
Proxy sends to the user the result and the header in-
formation related to the circle. Considering similar
privacy settings, the user employs the privacy setting
defined by other member for the circle. Therefore, the
user executes BE-Dec2 algorithm of Section 3.2 to
extract the circle key from the received information.

According to Section 3.2, the user can successfully
run BE-Dec2 algorithm to get the circle key. This is
because, the user is one of the data audiences and has
the Pub-BE private key for decryption corresponding
to the encrypter, who the user’s friend. In this way,
the user employs the obtained key to symmetrically
encrypt her data. Then, the user sends the encrypted
data to Proxy. Finally, the user stores a secure copy
of the circle key for her own later user. Note that, the
user runs BE-Dec2 algorithm only once for the first
sharing, since the user keeps a secure copy of the circle
key on Proxy.

Data-Accessing: When one of the user’s friends is
interested to access a piece of data shared by the user,
the friend asks Proxy to send the user’s encrypted
data. By receiving the shared data, the friend firstly
searches to find whether he has the circle key cor-
responding to the audiences circle. If the friend has
already shared/accessed a piece of data for/from this
circle, the friend has a secure copy of the circle key.
Thus, the friend employs the circle key to symmetri-
cally decrypt the shared data.

However, if the friend does not have the circle key,
he requests Proxy to get the privacy setting of the
audiences circle. In this way, Proxy executes BE-Dec1
algorithm of Section 3.2 and sends to the friend the
result and the circle header information. Afterwards,

the friend runs BE-Dec2 algorithm of Section 3.2 with
the received information to get the circle key.

The output of BE-Dec2 algorithm is the circle key.
This is because, the friend’s ID is included in the ID
set of circle and the data audiences. Moreover, the
friend has got the Pub-BE private key for decryption
corresponding to the user in the sub-task “Friendship-
Addition”. After that, the friend decrypts the user’s
shared data using the output key. Finally, the friend
stores a secure copy of the circle key of the audiences
circle. Note that, the discussed process for extracting
the circle key using BE-Dec2 algorithm is done only
once for the first data accessing.

Data-Appending: It may happen that the friend
who accesses user’s data wills to write comments on
the user’s shared data. In this way, the friend encrypts
his comments with the circle key and stores the results
together with the ID set of the circle on Proxy. Note
that, the friend has the circle key while accessing the
user’s shared data.

? User-Logout: In this stage, the user finalizes
the session with the OSN by storing the auxiliary
information produced in different tasks.

For this purpose, the user stores her public informa-
tion including her friend list and the mapping between
the defined circle names and their ID sets on Proxy.
However, the user has some private information such
as the user’s Pub-BE private keys, the mapping be-
tween the user/friends’ identifying strings and IDs,
the mapping between the circle names and the relation
names, and the secure copies of circle keys. Finally,
the user sends these private information to Proxy.

5 Feasibility Evaluation

As discussed in Section 3, the Pub-BE manager of the
Pub-BE scheme is the KG, which generates the users’
Pub-BE private keys. PrvGen entity in our approach
acts as the Pub-BE manager and is responsible for
subscribing all OSN users. Thus, there is no need for
the users to set up any Pub-BE scheme or generate
Pub-BE private keys. Rather, the users send requests
to PrvGen to accomplish these tasks.

PrvGen is trusted by users to set up the Pub-BE
scheme and generate the required identities and pri-
vate keys. This is because, PrvGen holds the master
private key of the Pub-BE scheme that the security
of the system is dependent on it [12].

Basically, a trusted entity is implemented as a tam-
per resistant platform against malicious activities [30].
A widely discussed example of the trusted entity is the
certification authority (CA), which issues and manages
digital certificates required in the public key infrastruc-
ture (PKI). Other particular examples of the trusted
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entity are WorldPay (https//www.worldpay.com/)
and PayPal (https//www.paypal.com/), on-line pay-
ment systems aimed for facilitating internet transac-
tions which are trusted by thousands of businesses
and customers.

It is worth mentioning that, the proposed framework
employs the centralized KG model for the Pub-BE
system. Nevertheless, we can have the decentralized
KG model for the Pub-BE system of OSN. In this way,
a set of PrvGen entities is organized individually in
such a way that the users have the liberality to choose
the most trustable PrvGen as their (primary) PrvGen.
In other words, each PrvGen sets up a subset of users
who trust that PrvGen as their primary PrvGen. Note
that, in order to consider similar privacy setting, the
user must get the private key related to the primary
PrvGen of the definer of the privacy setting.

As another auxiliary entity in our architecture,
Proxy is realized as a semi trusted entity. Proxy fol-
lows the protocol tasks word by word by storing the
users’ private social data, although it may try to
learn the users’ private information. Proxy trustwor-
thy is important in preserving the anonymity of OSN
Users, since Proxy is informed about the users’ iden-
tities while communicating with them. However, the
users can employ a private information retrieval (PIR)
technique [28] while storing/retrieving information
to/from Proxy.

Empowering Proxy against different kinds of attacks
is out of scope of this paper. Nevertheless, even by
compromising Proxy, the data confidentiality and
access control are still preserved in the OSN. In other
words, there is no ability for Proxy to understand users’
content. This is because, the security proof of the Pub-
BE system proves the resistance of the system against
any type of attacks originated from unauthorized data
audiences [12].

Furthermore, if proxy changes any users’ content, it
can be diagnosed using the security services embedded
in the OSN. Note that as mentioned in Section 2.1,
the security services must be employed with every
OSN approach. Therefore, using the authentication
and integrity mechanisms, the users can verify the
correctness of each data retrieved from Proxy.

In the proposed setup, each user has only one unique
ID in the OSN environment, which results in very
simple ID management. Moreover, having unique ID
for each user and one instance of the Pub-BE scheme
in the entire OSN and also considering similar privacy
settings results the proposed protocol to completely
utilize the main characteristic of the Pub-BE system.
This is because, every user can be the broadcaster in
the system so every circle member is able to define a

privacy setting for the circle by securely publishing a
circle key to other members.

Note that centralized models have the drawbacks of
single point of failure and network congestion at links
leading to the centralized entities, i.e. PrvGen and
Proxy in our framework. To overcome this problem,
we can introduce backup-system for these entities to
come up in case of any problem.

To accommodate our framework to the current cen-
tralized OSN architecture such as Google+, the role of
Proxy can be given to the Google+ provider. Further-
more, a trusted entity must be recruited as PrvGen.
Hence, when the users register to Google+, they get
their IDs and private keys from PrvGen. Moreover,
the users store/retrieve their social content on/from
the Google+ storage spaces.

The proposed approach can be used in other Web
2.0 technologies, such as blogs, forums and wikis. This
is due to the fact that the user’s privacy requirements
mentioned in Section 2.1 can be considered in the
development of any collaborative sharing environment.

6 Privacy Evaluation

The proposed method completely satisfies all the pri-
vacy properties mentioned in Section 2.1. Using the
Pub-BE and symmetric encryption systems, it pro-
vides confidentiality by concealing users’ shared data
in such a way that the users are assured that their pri-
vate content will be only accessible to their selective
audiences.

The introduced approach also provides the access
control required for OSN users. The users set different
access controls for their friend any time after their
friendships are established. On the other hand, the
presented access control can also be organized based
on a particular kind of relationships between the users
and their friends. In this way, the users dynamically
categorize their friends into different circles based on
the social relationships the users have with them. Then,
the users flexibly employ Boolean algebra operations
over their friends’ identities and relationships to define
complex access policies. In our framework, the users
assign permissions for each data type/item so that
all data items of a specific type have the same access
permissions. Furthermore, only the users are able
to organize access permissions for their shared data
while the users’ friends have to follow the users’ access
settings for any data they append.

Additionally, by adding the anonymity feature to
our framework, the users’ friendships/relationships are
kept confidential in the OSN. To provide anonymity,
PrvGen assigns pseudonyms for the registered users as
their unique identities so that only the users’ friends
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know the mapping between the users’ pseudonyms
and their identifying strings. In this way, the users’
connections in the OSN will be anonymous against
all OSN users except their friends who have mutual
friends with the users. Obviously, friends must be
informed about the true identity of the user to have
connections with her. However, using pseudonyms
for the user’s defined relations, the relations names
remain anonymous against all OSN users including the
user’s friends since there is no need to disclose them
to others. For example, if Alice uses the pseudonym
C1 as the circle name for the relation Best-Friend,
nobody knows who are Alice’s best friends. Thus, the
circle names act as groups pseudonyms [29], which
refer to multiple users.

It is worth mentioning that there is a general defi-
nition for the anonymity in [29] that an anonymous
user must not be identifiable within a set of users,
called the anonymity set. In other words, a user is
anonymous if the user cannot be distinguished by an
observer belonging to the anonymity set. Clearly, the
larger the anonymity set for the users, the larger the
crowd that the user is unidentifiable, which results in
a stronger anonymity for the users.

7 Efficiency Evaluation

Among the PPSN methods, GCC [7] is the most sim-
ilar one to our proposed architecture in such a way
that a set of trusted entities performs the required
key management. Therefore, we carry out the effi-
ciency evaluation in terms of communication, compu-
tation, and storage costs for our framework in com-
parison with GCC [7]. We examine these costs for
the user common tasks in the OSN which are User-
Setup, Friendship-Addition, Friendship-Revocation,
Relationship-Addition and Relationship-Updating,
Data-Sharing and Data-Accessing. The detail descrip-
tion of the comparisons is demonstrated in Table 2 con-
sidering the notations shown in Table 1. Note that we
eliminate User-Login and User-Logout tasks from Ta-
ble 2, since they are dependent to the implementation
aspect of the PPSN approach.

For the communication cost of our approach and
GCC method, we measure the number of exchanged
group elements of PBC in Table 2. In our proposed
framework, a number of private keys are transmitted

Table 1. The notations used in the efficiency evaluation

n The number of user’s friends

N The number of circles defined by the user

L The number of friends added to each circle

m The number of kernel users in GCC [7]

f The number of circles assigned to the new added friend

from PrvGen to the user in User-Setup. In this task,
the number of private keys for encryption is equal to
the maximum circle size while we have one private key
for decryption. Each of these user’s private keys con-
tains one element. In Friendship-Addition of the pro-
posed approach, the user receives a private key for de-
crypting corresponding to her friend. This private key
includes one group element. Friendship-Revocation,
Relationship-Addition and Relationship-Updating in
our model needs no communication overhead in terms
of the group elements. For Data-Sharing in our pro-
posed framework, if the user did not previously share
any data for the audience circle and she is the first
member who shares data for the circle, she sends to
Proxy the circle privacy setting (header information)
containing two elements. Otherwise, if it is the user
first experience in data sharing, but another circle
member has already constructed a privacy setting for
the circle, the user retrieves the privacy setting which
includes two group elements. In any other cases, the
user does not need to send/receive any privacy setting
to/from the OSN environment. For Data-Accessing
in the introduced framework, if it is the friend first
experience in accessing the user’s data, the privacy
setting corresponding to the audience circle contain-
ing two group elements must be retrieved from Proxy.
In other cases, there is no need for the user to send/re-
ceive any privacy setting to/from the OSN. In User-
Setup of GCC [7], the user gets the OSN public pa-
rameter from the system manager. This parameter
includes one group element. In Friendship-Addition
of GCC, the user generates some APKs for the new
added friend. The number of APKs is equal to the
number of circles that the new friend is assigned to.
Each APK contains one group element and the user
sends these APKs to the new friend. In GCC, there is
no communication cost for Friendship-Revocation.

In Relationship-Addition, the GCC user needs the
communication of 3m + L group elements in total.
Note that, m represents the number of kernel users
in GCC. For Relationship-Updating, if the user re-
moves/revokes a friend from a circle, no communica-
tion cost is imposed to the user. However, in case of
adding a friend to a circle, the user must send an APK
to the new member. In Data-Sharing/Data-Accessing,
the user sends/receivesm+3 elements provided that it
is the first sharing/accessing of data for the GCC user.
However, after revoking a friend from a circle, the user
needs to communicate m+ 3 group elements in Data-
Sharing/Data-Accessing. In other cases, no communi-
cation overhead is imposed to the user for these tasks.
Figure 4 depicts the communication cost of the pro-
posed approach in comparison with GCC for different
user tasks in the OSN. Note that, the communication
overheads for Friendship-Addition and Relationship-
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Table 2. The efficiency comparison of the proposed framework with GCC [7] considering the notations of Table 1.

Method Task Communication Computation Storage

Cost Cost Cost

User-Setup L+ 1 0

Friendship-Addition 1 0

Friendship-Revocation 0 0

Relationship-Addition 0 0

Relationship-Updating 0 0

Data-Sharing (Case 1:

the user first data sharing 2 (L+3) EXP

The Proposed including the first data

OSN sharing in the circle) n+ L

Framework Data-Sharing (Case 2: 2 +3

the user first data sharing, 2 PAIR+ 1 EXP

not the first data

sharing in the circle)

Data-Sharing (Case 3: 0 0

other users data sharing)

Data-Accessing(Case 1:

the user first data 2 2 PAIR+ 1 EXP

accessing in the circle)

Data-Accessing(Case 2: 0 0

other users data accessing)

User-Setup 1 1 EXP

Friendship-Addition f f ∗ [(m− 1) EXP+(m− 1)] MUL]

Friendship-Revocation 0 0

Relationship-Addition 3m+ L [2m2 +m(L− 2)− (L+ 1)] EXP

+[2m2 +m(L− 3)− (L+ 1)] MUL

Relationship-Updating 0/1 0

Data-Sharing (Case 1: m+ 3 m PAIR+2 EXP+2 MUL

GCC [7] the user first data sharing) 2mN

in the circle +NL

Data-Sharing (Case 2: m+ 3 1 PAIR+(m− 1) EXP+m MUL +1

the user first data sharing

after a revocation)

Data-Sharing (Case 3: 0 0

other users data sharing)

Data-Accessing(Case 1:

the user first data accessing m+ 3 2 PAIR+m EXP+m MUL

or user data accessing

after a revocation)

Data-Accessing(Case 2:

other users data accessing) 0 0
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Updating are not shown in Figure 4. This is because,
both the proposed framework and GCC method have
the fixed communication costs for these tasks whereas
our approach benefits somehow less overhead. In order
to calculate the message sizes in Figure 4, we assume
the size of each element in PBC is 512 bits [31]. We
also assume that the number of kernel users in GCC
is up to 0.01 number of user’s friends. Moreover, we
employed the typical values for the maximum number
of user’s friends and friends in a circle from Google+.
Note that, the Google+ users are allowed to have at
most 25, 000 contacts in their profile and the sum of
the people contained in all the user’s circles is up to
5, 000 [32]. Thus, using the notation shown in Table 1,
we have 1 ≤ n ≤ 25, 000 and NL ≤ 5, 000 in google+.
As it can be seen from Figure 4, our introduced frame-
work requires much less communication cost com-
pared to GCC for all user tasks except User-Setup.
Furthermore, our method needs fixed with much less
communication overhead in these tasks while GCC
communication costs are dependant to some parame-
ters such as the number of kernel users or the number
of friends in a circle. Although, User-Setup imposes
more communication overhead in the proposed ap-
proach compared to GCC, this operation is executed
only once when the user registers to the OSN. On the
other hand, all the other tasks indefinitely happen in
each user session with the OSN. For the computation
cost, we compute the number of required (expensive)
operations of PBC which are modular pairing (PAIR),
exponentiations (EXP) and multiplication (MUL)
in Table 2. In our approach, User-Setup, Friendship-
Addition, Relationship-Addition and Relationship-
Updating do not enforce any computation overhead to
the user. This is because, PrvGen entity executes BE-
Setup algorithm in User-Setup and runs BE-KeyGen1
and BE-KeyGen2 algorithms in Friendship-Addition.
Moreover in Relationship-Addition and Relationship-
Updating, the user only changes the ID set of the cir-
cle which does not require any complex operations of
PBC. In Data-Sharing, if the user in our method is the
first member who wants to share a piece of data for
the audience circle, she runs BE-Enc algorithm of Sec-
tion 3.2. Otherwise, if the user is not the first mem-
ber who shares data for that circle and it is the first
user experience in data sharing for the audience circle,
the user gets the circle key using BE-Dec2 algorithm
of Section 3.2. In any other cases, there is no compu-
tation cost imposed to the user since the user has a
secure copy of the circle key. Figure 5 shows the com-
parison of the computation overhead for Data-Sharing
and Data-Accessing in the proposed framework and
GCC, assuming 512 bits for PCB group elements [31].
As it can be seen, Data-Sharing in the introduced ap-
proach requires lower computation cost than GCC
Data-Sharing (case 1 and 2 studied in Table 2), for the

number of friends in a circle to be equal to 426 and
248 respectively. Note that, although Google+ lets
users to have a circle with 5, 000 number of members,
having a circle with the number of members to be
lower than 248 is very common in the OSN. For exam-
ple, in Facebook (http//www.facebook.com/), users
have 130 friends on average. Thus, even if a Facebook
user wants to categorize all her friends in a circle, the
circle would have 130 members in average. As it also
can be observed from Figure 5, Data-Accessing in the
introduced method takes less computation time than
Data-Accessing in GCC. Note that, data sharing/ac-
cessing are the most frequent tasks done by the users
in the OSN environment. Therefore, getting lower cost
for these tasks is very important for a PPSN approach.
It is worth mentioning that the computational load
on PrvGen while setting up the OSN, is realistic. For
instance, establishing a large OSN like Google+, hav-
ing 540 million users [33], only takes 23 hours. More
specifically, OSN setting up is done before the users
use the OSN. On the other hand, the main compu-
tation load on PrvGen while establishing the OSN
is to generate MPK. The MPK information is only
needed by Proxy when executing BE-Dec1 algorithm.
Nevertheless, Proxy requires having some part of the
MPK information based on the audiences’ identities.
In this way, PrvGen can create MPK gradually when
needed. For the storage cost evaluation, the number
of total bytes required for storing the approach pa-
rameters are measured in Table 2. In the proposed
framework, the user stores the Pub-BE public param-
eters containing two group elements. Note that, since
the user gets help from Proxy in Data-Accessing, the
user does not need to keep the Pub-BE master public
key. The user in our approach also keeps a number
of Pub-BE private keys for encryption and decryp-
tion. The number of private keys for encryption is
equal to the maximum circle size. The user has one
global private key for decryption. Furthermore, the
user stores a Pub-BE private key for decryption cor-
responding to each friend. Each user’s private key in
our method consists of one group element. In GCC
approach, the user stores her private key comprised
of one group element. Furthermore, for each defined
circle, the user keeps the convergence information of
kernel users including m elements, the key commu-
nity consisting of m elements as well as APK for each
circle member containing one element. Figure 6 com-
pares the storage complexity of our framework with
GCC, assuming the size of each element in PCB is 512
bits [31]. As it can be observed, our method requires
less storage cost when the number of friends in each
user’s circles is less than 125. The storage overhead
of the proposed method is in the acceptable range
even for users having limited resources. For example,
if we consider the worst condition for our approach
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Figure 4. The communication cost of the proposed framework and GCC approach
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Figure 5. The computation cost of the proposed framework and GCC approach

when the number of user’ friends and the number of
friends in each circle are respectively equal to 25, 000
and 5, 000, our proposed method needs to store 1.8
megabytes information while GCC requires to keep 1.3
megabyte information. On the other hand, if the num-
ber of friends in each circle and the number of user’s
circles are respectively equal to 1 and 5, 000, GCC
requires to store 153 megabytes information whereas
our approach needs to keep 1.52 megabytes informa-
tion. Note that, as discussed earlier, the number of
friends categorized in all user circles is less than 5, 000
in Google+ [32]. Thus, if we assume the user creates

5, 000 circles, she has to put only one member in each
circle, i.e. N = 5, 000 and L = 1. On the contrary, if
the user has defined only one circle, she can put up to
5, 000 friends in that circle, i.e. N = 1 and L = 5, 000.
It is worth mentioning that, even though the users in
our approach have personalized privacy settings, they
are able to use each other’s privacy settings. We study
the effect of employing similar privacy setting on the
efficiency of our framework using the following exam-
ple. Suppose, a user with ID i5 defines a relation R1
with ID set of i2, i5, i7 and i9. After some data sharing
for this relation, the user adds a friend with ID of i8
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Figure 6. The storage cost of the proposed framework and

GCC approach

to the relation. Then, the user shares some private
data for the updated relation. Afterwards, the user
removes a friend with ID of i2 from the relation and
shares some private data for the new updated relation.
Figure 7 shows the part of the Proxy storage space re-
lated to the mentioned example. In data sharing for a
relation, the user in our approach must firstly define a
privacy setting for the audience relation. Considering
similar privacy settings, the following four cases may
happen in the mentioned example. 1) In the best case,
a member in each three ID sets related to the audience
relation has already defined a privacy setting for the
relation R1. Therefore, there is no need for the user
to organize a new privacy setting for the relation R1
after each updating on the relation membership. 2)
For two ID sets of the audience relation, a member has
previously arranged a privacy setting. Hence, the user
must only define one privacy setting. 3) For one ID
set of the audience relation, a member has already cre-
ated a privacy setting. Therefore, the user must define
two privacy settings. 4) The user is the first member
who shares data for each ID set of the audience rela-
tion. Thus, the user must define three privacy settings.
Note that, the complexity of this case is similar to
the condition when we do not take into account the
feature of similar privacy settings. Consequently, con-
sidering similar privacy settings decreases the number
of privacy settings required to be defined/managed by
all OSN users. This is due to the fact that updating
a relation membership is equivalent to switching to
a new ID set for the relation. In this way, the users
do not have to employ a new privacy setting for the
updated relation. Rather if there is a privacy setting
associated with the new ID set of the relation, the user
is able to use the privacy settings defined by others.

Figure 7. Part of the Proxy storage space related to the
privacy settings of the circles defined by all OSN users

8 Conclusions

The proposed framework prohibits the secondary use
of users’ personal information in the OSN. In this cen-
tralized OSN architecture, the Pub-BE scheme is em-
ployed using two auxiliary entities called PrvGen and
Proxy. PrvGen acts as the Pub-BE manager to set up
one Pub-BE system for the entire OSN and generate
Pub-BE private keys for OSN users. Proxy prepares
storage spaces for users to keep their shared data and
key information, and helps users in the data access-
ing task. The introduced approach satisfies all the
privacy properties required for OSN users including
confidentiality, access control and anonymity. Users’
data has the confidentiality through the symmetric
encryption algorithm. Furthermore, the users have
full control over their data since they are able to dy-
namically and flexibly categorize their friends into
different circles through social relationships they have
with their friends. The anonymity of users’ friendship
and relationship information is also preserved in the
OSN using pseudonyms for users’ identities and rela-
tionships. Although the users of the proposed protocol
have personalized privacy definition, they efficiently
use each other’s privacy settings for the same circles.
Consequently, the imposed costs for defining the re-
quired privacy settings are declined. The feasibility
and privacy analysis of the introduced framework are
discussed. In addition, the efficiency evaluation in
terms of communication, computation, and storage
costs is studied in depth for user common tasks in the
OSN. The detail analysis showed that the proposed
method imposes lower costs on users compared to the
similar approach. This property makes the studied
approach more suitable for a real OSN application or
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even in other Web 2.0 technologies.
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